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1. Identifikacia organizacie

Nazov

organizacie
Zriad'ovatel’

Forma
hospodarenia

Detasované
pracovisko

Generalny

riaditel’

Vedenie
agentuary

Bankové

spojenie




Narodna agentura pre sietové a elektronické sluzby (dalej ako ,NASES") vznikla
1. janudra 2009 ako prispevkova organizacia Uradu vlady Slovenskej republiky (dalej ako
,UV SR“) na Uclely plnenia odbornych Uloh v oblasti informatizécie spolo¢nosti, spravy a
prevadzkovania elektronickych komunikaénych sieti a sluzieb pre UV SR a aj pre ostatné
organy statnej spravy, pravnické osoby a fyzické osoby, ktoré pozaduju informacie, udaje z
informacnych systémov, databdaz a registrov verejnej spravy.

Hlavnymi Ulohami v stlade so Zriadovacou listinou a Statitom NASES je sprava,
prevadzkovanie arozvojvladnejdatovejsiete GOVNET (dalejako,GOVNET") a prevadzkovanie
a rozvoj Ustredného portalu verejnej spravy (dalej ako ,UPVS") ako zdkladnych ndstrojov
informatizacie verejnej spravy na Slovensku.

Dalej k Glohdm NASES patri konzultacnd, sprostredkovatelskd a $koliaca &innost
v oblasti informatiky, informacnych sieti, elektronickych komunikacénych sieti, vypoctovej
techniky, nadkup a predaj hardvéru, softvéru a licencii, podpora a rozvoj elektronického
obchodu, inZiniersko-projektova cinnost v oblasti informac¢nych sieti a elektronickych
komunikacnych sluzieb, plnenie Uloh narodného prevadzkovatela centralnej informacnej
infrastruktiry a centralnej komunikacnej infrastruktury Slovenskej republiky pre verejnu
spravu, prevadzkovanie a rozvoj systémov informacnej bezpecnosti a systémov na ochranu
kyberpriestoru, outsourcing telekomunikacnych sluzieb a sluzieb IT, ako aj iné cinnosti
tykajlce sa sietovych a elektronickych sluzieb.

V sulade s Memorandom medzi NASES a Eurdpskou komisiu je jednou z vyznamnych
Gloh agentury prevadzka telematickej siete TESTA pre Slovensku republiku.

Cinnost Narodnej agentlry pre siefové a elektronické sluzby v maximalnej miere
podporuje rychly rozvoj a rozsirovanie sluzieb eGovernmentu na Slovensku, ¢o by malo viest
k rastu spokojnosti obanov a podnikatelov s fungovanim verejnej spravy prostrednictvom
poskytovania sluzieb atraktivnym spdsobom. Vyznamnou mierou dochadza k zjednoduseniu
kontaktu medzi obanmi a podnikatelmi a Gradmi, ale aj k Usporam nakladov a zefektivneniu
vykonu verejnej spravy, k podpore celkovej informacnej vyspelosti slovenskej spolo¢nosti,
verejnej sféry, podnikatelskej obce a Sirokej verejnosti.
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2.1 Plnenie ciel'ov v ramci strednodobého vyhl'adu agentuary

V programovom obdobi 2007 - 2013 v ramci Operacného programu Informatizacia
spolocnosti (dalej len ,OPIS") bol NASES prijimatelom nenavratnych financnych prispevkov
(dalej ako ,NFP") pre 5 narodnych projektov, partnerom prijimatela v ramci 2 projektov
a realizdtorom odbornych Uloh pre 1 projekt. VSetky projekty boli v roku 2015 Uspesne
ukoncené a NASES v roku 2016 nadalej zabezpecoval ich produkénl prevadzku v ramci
trvalej udrzatelnosti.

Zamerom agentlry v strednodobom horizonte je pokracovat vo svojej cinnosti
tykajucej sa realizacie projektov v oblasti informatizacie a broadbandu aj v novom
programovom obdobi 2014 - 2020 najma prostrednictvom Operac¢ného programu Integrovana
infrastruktira. Novou a potencidlne velmi zaujimavou oblastou, v ktorej planuje agentira
dalej rozvijat svoju ¢innost, je aj zapajanie sa do projektov na Urovni Eurdpskej unie.

Zamestnankyna agentury diskutuje o eGovernment sluzbach s ucastnikmi
2016 Government CIO Join Workshop na Taiwane. Zdroj: archiv NASES.




3.1 Projektova kancelaria
3.1.1 Implementacia projektov

Jednou z délezitych Uloh NASES je realizacia projektov v oblasti informatizacie
spolo¢nosti v rdmci operacnych programov Eurdépskych strukturalnych a investi¢nych fondov
a inych financnych nastrojov a programov Eurdpskej komisie.

V programovom obdobi 2007 - 2013 v ramci Operacného programu Informatizacia
spoloc¢nosti (dalej len ,OPIS") - prioritnd os ,Elektronizacia verejnej spravy a rozvoj
elektronickych sluzieb® bol NASES prijimatelom nenavratného financného prispevku (dalej
ako,NFP") pre 4 projekty, partnerom prijimatela v rdmci 2 projektov a realizatorom odbornych
tloh pre 1 projekt. V ramci prioritnej osi 3 ,ZvySenie pristupnosti k Sirokopasmovému
internetu" bol realizovany 1 projekt.

Vsetky projekty OPIS realizované Narodnou agentlrou pre sietové a elektronické
sluzby (dalej len ,NASES") boli Uspesne ukoncené v roku 2015 a NASES nadalej zabezpecuje
ich produkénu prevadzku.

Od januara 2016 sa zacali realizovat aktivity projektu ,Setting-up of Pan-European
Proxy Services at national level in order to link the national eID service to core platform™ s
planovanym ukoncenim projektu vdecembri 2019, ktory je spolufinancovany prostrednictvom
Nastroja na prepdajanie Eurdpy - Connecting Europe Facility (dalej ako ,,CEF").

NASES v réamci vyzvy ,CEF-TC-2016-3 Cyber security" predlozila Ziadost o grant
pre projekt s nazvom ,Increasing preparedness of the GOV CERT in Slovakia®, ktora bude
predmetom schvalovania v prvom kvartali roku 2017.

NASES tiez predlozila Ziadost o NFP pre projekt ,Dlhodoby strategicky vyskum
vyuzitia potencialu IoT v Statnej sprave" v ramci Opera¢ného programu Vyskum a inovacie
v rdmci programového obdobia 2014 - 2020, ktora je v sucasnosti v schvalovacom procese.

Dalsim projektom, ktory NASES pripravuje v rdmci programového obdobia 2014 -
2020, je ,Centralny informacny systém $tatnej sluzby (dalej len ,CISSS"), ktory by mal byt
financovany prostrednictvom Operacného programu Integrovana infrastruktura (dalej len
,OPII"), prioritnd os 7 - Informaéna spolo¢nost.

V decembri 2016 bola Riadiacim vyborom projektu eKolok schvélend Studia
uskutocnitelnosti pre projekt ,Optimalizacia centralnych komponentov sluzby eKolok™. Ten
Uzko nadvazuje na projekt , Informacny systém pre platby a evidenciu spravnych a stdnych
poplatkov (IS PEP) ako sucast komplexnej sluzby ekolok", ktory bude implementovany v
priebehu roka 2017 a financovany prostrednictvom statneho rozpoctu.
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3.1.2 Operacny program Informatizacia spolo¢nosti
Projekt UPVS

Nosnym projektom elektronizacie verejnej spravy je projekt Ustredného portélu
verejnej spravy — www.slovensko.sk. Projekt bol realizovany prostrednictvom dvoch na
seba nadvaézujlucich projektov Operacného programu Informatizacia spoloCnosti, a to
,Elektronické sluzby spolo¢nych modulov UPVS a pristupovych komponentov" a , Elektronické
sluzby spolo¢nych modulov UPVS a pristupovych komponentov (II. ast)".

Ustredny portal verejnej spravy ako hlavny vystup oboch projektov je dostupny na
adrese www.slovensko.sk a slUzZi ako centralna a jednotna vstupna brana pre obcanov aj
podnikatelov k elektronickym sluzbam verejnej spravy v rezime 24 hodin 7 dni v tyzdni.
Svojim pouzivatelom ponuka aj informacny obsah, navody, rady ¢ metodické usmernenia.
Spravcom Ustredného portalu verejnej spravy je Urad vlddy SR a prevadzkovatelom je
NASES.

NASES pocas celého obdobia realizacie projektov intenzivne komunikoval s odbornou
aj so Sirokou verejnostou, prezentoval vysledky aj jednotlivé vystupy prostrednictvom
workshopov, stretnuti, konferencii a medidlnej kampane. Velky podiel na Uspesnej realizacii
projektov malo aj kvalitné projektové riadenie zo strany projektovych timov NASES v
spolupraci s dodavatelmi a so zastupcami SORO a RO OPIS.

Aktualne prebieha obdobie udrzatelnosti projektu, pocas ktorého bude projekt, resp.
jeho vystupy monitorované na roc¢nej baze formou naslednych monitorovacich sprav.

Aj po ukonéeni projektov sa stale pracovalo a pracuje na dopifiani a vylepovani portalu.
Pre uZivatelov sa zjednodusila a sprehladnila domovska stranka www.slovensko.sk,
predovsetkym jedna z klu¢ovych funkcii portalu, ktorou je vyhladavanie v rdmci pontukanych
Zivotnych situacii a elektronickych sluzieb. Obcania a podnikatelia tak mo6zu rychlejsie
a jednoduchsie vyhladat konkrétne informdacie a elektronické sluzby, ktoré sa tykaju ich
aktualnej situacie ¢i problému.

Dnes je portdl plne funkény a pripraveny absorbovat vsetky elektronické sluzby
pre obcanov a podnikatelov. Permanentne sa zriaduju elektronické schranky fyzickym a
pravnickym osobam, registrované nové formulare a elektronické sluzby, je rozSirovany
a aktualizovany obsah informacnej cCasti portalu. Systém k 31. 12. 2016 spracoval
14 168 800 sprav a 1 034 487 podani, zriadenych bolo 5 932 396 schranok, z toho pre
fyzické osoby 4 871 615, pre pravnické osoby 1 053 014 a pre organy verejnej moci 7 767,
bolo publikovanych 3 435 formularov a je dostupnych 1 555 elektronickych sluZieb.

Dolezitou sUcastou UPVS je aj sprostredkovanie elektronickych sluZieb orgénov
verejnej moci (OVM) zabezpecujlce elektronicky vykon verejnej moci v ramci eGovernmentu.

V zmysle zdkona ¢. 305/2013 Z. z. a povinnosti dorucovat Uradné dokumenty
elektronickou formou do schranok PO/FO, ako aj medzi OVM navzajom, realizovalo viacero
OVM integréciu s UPVS.


www.slovensko.sk
www.slovensko.sk
www.slovensko.sk
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V zavere roka 2016 Narodna agentura pre sietové a elektronické sluzby evidovala
takmer 150 pripajajucich sa institlcii. Medzi GspesSne pripojené institlcie, ktoré poskytuju
elektronické sluzby cez portdl UPVS, patria napr. Ministerstvo vnatra SR, Ministerstvo
spravodlivosti SR, Ministerstvo prace, socidlnych veci a rodiny SR, Ministerstvo
pddohospodarstva a rozvoja vidieka SR, Statisticky tUrad SR, Ministerstvo $kolstva, vedy,
vyskumu a $portu SR, Generdlna prokurattra SR, VUC Trnava, VUC Kosice, VUC Banska
Bystrica, mesto Kosice, mesto Nitra, Urad pre verejné obstardvanie, Statisticky urad,
Univerzita Pavla Jozefa Safarika a mnohé dalsie.

V sullade s Upravou zdkona ¢. 305/2013 Z. z. a povinnostou pravnickych osbb
kontrolovat si stav elektronickej schranky viacero pravnickych osdb zacdalo realizovat
integraéné aktivity s UPVS.

Hlavnym cielom bolo umoznit integrovanym pravnickym osobam aj automatizovany
pristup do svojej elektronickej schranky technickym sp6sobom - prostrednictvom webovych
sluzieb priamo vo svojich agendovych ERP systémoch, a tak eliminovat nutnost kontroly
svojej schranky manualne na portéli UPVS.

Tym sa zjednodusil pristup pravnickych os6b napr. k prijatym Gradnym dokumentom,
ktoré im v zmysle zakona ¢. 305/2013 Z. z. organy verejnej moci dorucuju do elektronickej
schranky. Prostrednictvom tohto technického pristupu je PO umoznena aj funkcionalita
autorizacie dorucenky pri spravach zasielanych do vlastnych rak.

Potreba kontrolovania obsahu elektronickej schranky vyustila aj do integracnych
aktivit vybranych komerc¢nych subjektov, ktoré vytvorili znovu pouzitelné rieSenia, ktoré
ponukaju druhym osobam (PO) ako produkt.

K 31. 12. 2016 evidujeme v r6znych Urovniach integracie viac ako 80 pravnickych
0sob.

Projekt eDemokracia a otvorena vlada

V réamci uvedeného projektu v roku 2016 boli implementované vSetky opatrenia v
zmysle kontroly SORO OPIS a taktiez ukoncené financovanie v zmysle zmluvy o poskytnuti
NFP. Aktualne od 21. 11. 2016 prebieha obdobie udrzatelnosti projektu, pocas ktorého bude
projekt, resp. jeho vystupy monitorované na rocnej baze formou naslednych monitorovacich
sprav.

Cielom projektu bolo vytvorenie integrovaného informacného systému eDOV a
portalu na poskytovanie transparentnych informacii a otvoreni dat Sirokej verejnosti, ako aj
institucii verejnej spravy a novych elektronickych sluzieb.

V ramci projektu sa vybudoval integrovany informacny systém, ktory obsahuje
5 aplika¢nych modulov a 6 podpornych modulov, 14 eGov sluzieb na relevantnej Grovni
sofistikovanosti a bola vybudovand HW infrastruktira vratane SW licencii. Sucasne s
implementaciou projektu bola schvalend podporna legislativa na rieSenie informacného
systému.
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NASES spustila novd, vylepsenu verziu portalu pre otvorené data, data.gov.sk, s
novymi funkcionalitami, ktoré sa tykaju tak softvérovej Casti rieSenia, ako aj technologického
zabezpecenia jeho prevadzky. Vdaka tomu tato aktualizacia prindsa viacero vylepseni,
a to najma viac moznosti kategorizacie Udajov a ich vyhladavania, viac typov nahladov
dat, vylepseny vzhlad a ovladanie, doplnenie nastrojov na transformaciu dat (pre povinné
osoby).

Vytvoren( platformu pre otvorené data je mozné opakovane pouzit v réznych
aplikaciach, ¢im sa vytvara nova pridana hodnota a otvaraju sa moznosti a podnikatelské
prilezitosti najméa pre sukromny sektor. Ocakavanym prinosom aplikacie je aj Uspora ¢asu
obcCanov, podnikatelskych subjektov a institcii verejnej spravy pri ziskavani informacii,
ako aj zefektivnenie poskytovania informacii podla zédkona ¢. 211/2000 Z. z. o slobodnom
pristupe k informaciam a o zmene a doplneni niektorych zakonov.

V rédmci projektu bola vytvorend nova aplikacia - Elektronickd hromadna Ziadost s
elektronickymi sluzbami dostupna na open.slovensko.sk, ktord umozriuje verejnosti G¢ast na
veciach verejnych a popri referende je dalSim vyznamnym nastrojom priamej demokracie.
Elektronickd hromadna Ziadost je typ poZiadavky verejnosti, ktord svoju dolezZitost preukaze
ziskanim velkého poctu podporovatelov. VIada SR sa zaviazala, Ze sa bude zaoberat kazdou
elektronickou hromadnou Ziadostou, ktorad si dokadze za 30 dni ziskat minimalne 15 000
podporovatelov.

V ramci modulu otvorenej vlady su poskytované elektronické sluzby na
automatizované spracovanie elektronickych dokumentov a dat z rokovania vlady a jej
poradnych organov, plnenie Gloh uzneseni vlady, ¢o prindSa obanom vcas vSetky aktualne
dostupné informacie. V ramci tohto modulu su tiez vytvorené elektronické sluzby suvisiace
s poskytovanim finan¢nych prostriedkov UV SR, ¢o zjednodusuje pristup k tymto finanénym
zdrojom, ako aj zvys$uje dostupnost informacii o tychto zdrojoch. Dalej modul spristupfiuje
aplikaciu pre kontrolnt ¢innost UV SR, v rdmci ktorej sa proces elektronizuje, &im sa znizuje
administrativna zataz pri komunikacii s kontroldrmi pri poskytovani Gdajov a tiez umozfiuje
prezentovat informacie o vysledkoch kontrol verejnosti.

Vybudovana aplikacia ,Dotacné schémy" poskytuje prehladné a lahko vyhladatelné
informacie zo vSetkych programov a rezortov implementujicich finanéné mechanizmy
($trukturdlne fondy EU, Finan¢ny mechanizmus EHP, Nérsky finanény mechanizmus,
Svajtiarsky finanény mechanizmus a dal$ie dotaéné rezortné schémy), pri¢om vyhladavanie
zohladnuje potreby a zaujmy obcanov a podnikatelov. Poskytuje tiez interaktivne informacie
v grafoch, tabulkach, a to prehladne graficky na mape SR. Udaje o vyske poskytovanych
dotacii, ich Uceloch a dalsich relevantnych Udajoch je mozné na Ucely dalSieho spracovania
exportovat do vybranych otvorenych formatov. Umozfiuje tiez spatnt vazbu na dokumenty
a zdroje vratane systému pre opravy a dopifianie metadat.

V ramci dalSej aplikacie projektu st automatizovane dostupné pre verejnost otvorené
data zo systému ITMS pomocou rozsireného analytického prostredia (tzv. crowd sourcing).


https://open.slovensko.sk
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Projekt IS PEP

Zvysenie komfortu obCanov a podnikatelov pri plateni spravnych a sidnych poplatkov
bolo jednym z dosiahnutych cielfov dalSieho z UspeSne ukoncenych projektov agentury, a
to projektu , Informacny systém pre platby a evidenciu spravnych a sudnych poplatkov (IS
PEP) ako sucast komplexnej sluzby ekolok".

Vybudovany systém IS PEP je centralnym systémom na platenie a evidenciu spravnych
a sudnych poplatkov, ktory priniesol zvySenie efektivnosti vyberu, transparentnosti a
bezpecnosti vyberu spravnych a sidnych poplatkov.

Prevadzkovatel' komplexnej sluzby ekolok (Slovenska posta) zabezpecuje centralizaciu
vybranych poplatkov a ich nasledny centralny odvod do Statnej pokladnice. Systém zarover
poskytuje Ministerstvu financii SR, pripadne dalSim uzivatelom, cenné informacie pre
potreby analytického vyhodnocovania vyberu spravnych a sudnych poplatkov, kontrolingu
vynosov, analyzu efektivnosti Uradov a strategické rozhodovanie ztcastnenych rezortov.

Informacny systém bol nasadeny do pilotnej prevadzky od septembra 2014 a do
ostrej prevadzky v decembri 2014. V roku 2015 bol systém plne integrovany a funkcény na
345 Uradoch so zabudovanym samoobsluznym platobnym terminalom. Spravcom systému
IS PEP je Ministerstvo financii SR a NASES je jeho prevadzkovatelom.

Rok 2016 priniesol ukoncenie predaja nominalnych eKolkov a spustenie tlace eKolkov
pri priehradkach na fiskalnych tlac¢iarfnach, spustenie velkotlate eKolkov na Slovenskej
poste a predaja eKolkov pre velkoodberatelov.

Pre ob¢anov bolo v roku 2016 k dispozicii na Uhradu poplatkov 276 hotovostnych
a 69 bezhotovostnych kioskov. Uhrada poplatku cez platobny predpis bola umoZnena na
priblizne 900 Uradoch a stdoch (s viac ako 32 000 pouzivatelmi). Uhradu presnej hodnoty
sluzby (eKolok s QR kédom) poskytovalo 300 pobociek Slovenskej posty, a. s. Tiez bolo
umoznené ob&anom realizovat Uhrady cez mobilnt aplikaciu eKolok.

Projekt Elektronicka identifikacna karta

Jednym z projektov, kde NASES vystupoval ako partner prijimatela nenavratného
finanéného prispevku - Ministerstva vnutra SR, a teda na seba prevzal zodpovednost za
realizaciu Casti aktivit, bol projekt , Elektronicka identifika¢na karta (eID)". V ramci projektu
bola vybudovana infrastruktira a technoldogia na vydavanie elektronickych obcianskych
preukazov, umoznujucich aj elektronickd autentifikaciu drzitela.

NASES v ramci projektu rozsiril nosice elektronickej identity (elektronické obcianske
preukazy) o Ulozisko kvalifikovanych certifikdtov na tvorbu elektronického podpisu a
infrastruktiru na distriblciu certifikatov zdujemcom spomedzi drzitelov elID, t. j. ob¢anov
SR.
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- Projekt budovania aplikacnej architektary

a bezpecnostnej infrastruktlry rezortu Ministerstva spravodlivosti SR

Daldim z Uspedne ukonéenych tzv. partnerskych projektov NASES je ,Projekt
budovania aplika¢nej architektiry a bezpecnostnej infrastruktiry rezortu Ministerstva
spravodlivosti SR", ktory sa realizoval na zdklade zmluvy o partnerstve s Ministerstvom
spravodlivosti SR.

Z projektu vyplynuli poziadavky na spolo¢né moduly UPVS, konkrétne na modul
IAM, kde bolo nasadené nové softvérové riesenie, ktoré zabezpedilo rozsirenie a zvySenie
bezpeénosti modulu autentifikaéného modulu UPVS.

- Projekt Broadband

Projekt ,,Zabezpecenie projektovo inzinierskej dokumentacie k projektu vybudovania
zakladnej Sirokopasmovej infrastruktlry dotovanej z verejnych zdrojov v , bielych miestach"
Slovenska" (dalej ako ,Broadband") bol finan¢ne ukonceny v maji 2016 a nasledne sa zacal
proces patrocnej udrzatelnosti s vykazovanim dosahovych meratelnych ukazovatelov. Na
projekt neboli uplatnené Ziadne nezrovnalosti a z nich vyplyvajlce korekcie.

Vystupom projektu bolo 220 projektovo-inzinierskych dokumentacii a 607 bielych
miest, v ktorych Zije cca 300-tis. obyvatelov.

Pokracovanie projektu Broadband je definované v Operacnom programe Integrovana
infrastruktira v rdmci prioritnej osi 7, Specificky ciel' 7.1 ZvysSenie pokrytia Sirokopasmovym
internetom. Vyhldsenie pisomného vyzvania na investi¢nl fazu projektu Broadband je
podmienené procesnymi a legislativnymi podmienkami, ktoré urcuju zakladny ramec
projektu. Su to:
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Priebeh verejnej konzultacie

Zoznam 1 808 bielych miest bol predlozeny na verejnu konzultaciu (dalej len ,VK*“)
pod zastitou Uradu podpredsedu vlady Slovenskej republiky pre investicie a informatizaciu v
dvoch etapach. V prvej etape VK, ktora sa uskutoc¢nila dia 10. 3. 2016, boli kritérid zamerané
na identifikaciu existujlcej pristupovej siete v bielych miestach. VK pokracovala druhou
etapou dna 1. 8. 2016, ktorej zamerom bola identifikacia existujlicej alebo planovanej
backhaulovej, resp. regionalnej optickej infrastruktury do bielych miest.

Vysledny zoznam bielych miest bude znamy zaciatkom roka 2017 po spracovani
vSetkych poskytnutych informacii a podkladov o sucasnych a planovanych investiciach
prevadzkovatelov telekomunikacnych sluzieb do backhaulovej infrastruktary, ktoré operatori
dorudili na adresu Uradu podpredsedu vlady pre investicie a informatizaciu do 21. 11. 2016.

Upgrade studie uskutocnitel'nosti so zapracovanymi zmenami sivisiacimi s VK

Studia uskutocnitelnosti na ,velky" investi¢ny projekt Broadband bola odovzdana
koncom roka 2015 a zohladnovala vystupy vyprojektovanych bielych miest projektu PO3
OPIS. Podmienkou eurdpskej legislativy v zavadzani Sirokopasmovych sieti ,Broadband
Guadlines", ako aj sprostredkovatelského organu bolo vykonat novi verejni konzultaciu
na urcenie aktudlneho zoznamu bielych miest. Tato verejnd konzultacia v roku 2015 eSte
nebola ukoncena a predpoklada sa, Ze jej vysledok, ktorym je Uprava poctu bielych miest,
v znacnej miere modifikuje doterajsie zavery a finanéné ukazovatele (CBA analyza) studie
uskutocnitelnosti. V roku 2017 by mal preto prebehn(t upgrade, aby Studia odrazala
aktualny stav bielych miest na Slovensku.

Schvalenie statnej pomoci

Projekt Broadband financovany formou verejnych prostriedkov, ktoré narudsaju
hospodarsku sutaz alebo hrozia narusenim hospodarskej sutaze tym, ze sa zvyhodnuju
uréiti podnikatelia, uplatfiuje pravidla $tatnej pomoci. Podla ¢l. 108 ods. 3 ZFEU Eurdpska
komisia musi byt v dostato¢nom ¢ase upovedomena o zameroch v suvislosti s poskytnutim
alebo upravenim pomoci, aby mohla podat svoje pripomienky. V tejto suvislosti prebieha
véeobecnd notifika¢nd povinnost a prebieha intenzivnha komunikdcia medzi NASES
pracovnou skupinou EK Jaspers, sprostredkovatelskym organom ministerstvom financii a
Protimonopolnym Uradom.

Zdroj: TASR.
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3.1.3 Program , Nastroj na prepajanie Europy" (Connecting Europe Facility - CEF)
Projekt Increasing preparedness of the GOV CERT in Slovakia

Slovenska republika by mala byt ambiciéznejSia v oblasti kybernetickej bezpeénosti,
pretoze sicasna spolo¢nost je ¢oraz viac zavisla od digitalnych informacnych a komunikacénych
technoldgii. Z tohto dévodu je ciefom SR zabezpedit, aby obdania, podniky a orgdny verejnej
moci mali pristup k najnovsim digitalnym technolégiam v oblasti kybernetickej bezpecnosti.
Tie musia spifat zakladné vlastnosti, ako byt konkurencieschopné, déveryhodné a
reSpektovat zdkladné prava vratane prava na ochranu osobnych udajov.

V decembri 2016 NASES zriadila Specializované pracovisko v ramci Sekcie
bezpecnosti - ,Computer emergency response team - GOV CERT". GOV CERT koordinuje
rieSenia o kybernetickej bezpecnosti, najméa na narodnej Urovni. Jeho hlavnym poslanim je
reagovat na zavazné ohrozenia kybernetickej bezpeénosti v limitovanom rozsahu poskytnutim
nevyhnutnych cielenych sprostredkovatelskych sluzieb. GOV CERT je Specializovanym
centrom primarne uréenym na zvysenie kybernetickej bezpecnosti vo vladnych institaciach
a verejnom sektore.

S cielom rozsirenia p6sobnosti a zlepSenia funkcionality tohto centra NASES predlozil
v rémci vyzvy Nastroja na prepdjanie Eurdpy ziadost o grant pre projekt s ndzvom ,Increasing
preparedness of the GOV CERT in Slovakia“. Projekt ma za ciel zvysit pripravenost celit
hrozbam v oblasti kybernetickej bezpeénosti, najma reagovat véas a ¢o najuéinnejsim
spésobom. Ziadost o grant bude predmetom hodnotenia zo strany Eurdpskej komisie v
prvom kvartali roku 2017.

Projekt Setting-up of Pan-European Proxy Services at national level
in order to link the national eID service to core platform

Na zaklade ziskania grantu cez program ,Nastroj na prepajanie Eurdpy" (Connecting
Europe Facility - CEF) na financovanie vybudovania centralneho komponentu pre cezhrani¢nu
vymenu autentifikacnych sprav pre vSetky informacné systémy verejnej spravy v Slovenskej
republike sa zaciatkom roka 2016 zacalo s realizaciou projektu ,Setting-up of Pan-European
Proxy Services at national level in order to link the national eID service to core platform®.

Projekt vznikol v reakcii na prijatie Nariadenia Eurépskeho parlamentu a Rady EU
¢. 910/2014 z 23. jula 2014 o elektronickej identifikacii a doveryhodnych sluzbach pre
elektronické transakcie na vnutornom trhu a o zruSeni smernice 1999/93/ES (dalej ako
».Nariadenie o eIDAS") a jeho vykonavacich aktov, ktoré ukladaju jednotlivym Statom
Eurépskej Unie (dalej ako ,EU") a Eurépskeho hospodérskeho priestoru (dalej ako ,EHP")
nové povinnosti v suvislosti s autentifikaciou identit v cezhrani¢nej komunikacii.

Zakladnym cielom projektu je umoznit obéanom SR a podnikatelskym subjektom
so sidlom alebo s miestom podnikania v SR vyuzivat narodné prostriedky elektronickej
identifikacie na pristup k zahranicnym elektronickym sluzbam a taktiez oblanom Statov
EU a EHP a podnikatelskym subjektom so sidlom alebo s miestom podnikania v $tatoch
EU vyuZivat rovnako ich narodné prostriedky elektronickej identifikdcie na pristup k
elektronickym sluzbam verejnej spravy na Slovensku.
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Hlavnym prostriedkom na naplnenie tohto ciela je narodny eIDAS uzol, ktory bude
prepojeny so spoloénymi modulmi Ustredného portalu verejnej spravy a zaroveri s dal$imi
eIDAS uzlami inych €lenskych krajin EU. Prostrednictvom integracie na spolo¢né moduly
UPVS sa zabezpedi, aby sa po prihlaseni cudzinca cez eIDAS automaticky zriadila jeho
identita a schranka, pomocou ktorej bude méct plnohodnotne vyuzivat elektronické sluzby
poskytované na portali slovensko.sk.

Implementacna faza projektu bola k 31. 12. 2016 ukoncena a projekt plynule presiel
do prevadzkovej fazy, v rdmci ktorej bude ukoncena aj plna integracia na IAM modul UPVS.

3.1.4 Operacny program Vyskum a inovacie
Projekt DIhodoby strategicky vyskum vyuzitia potencialu IoT v statnej sprave

V priebehu oktdbra 2016 bola podana ziadost o poskytnutie nendvratného finanéného
prispevku pre projekt ,Dlhodoby strategicky vyskum vyuzitia potencidlu IoT v Statnej
sprave" v ramci Operacného programu Vyskum a inovacie - Prioritna os ,,Podpora vyskumu,
vyvoja a inovacii®.

Cielom projektu je zvySenie sukromnych investicii prostrednictvom spoluprace
vyskumnych institlcii a podnikatelskej sféry. V ramci projektu budl skimané IoT siete
a ich moznosti vyuzitia v Statnej sprave. Pre Siroké spektrum moznosti tohto typu siete
bolo vybranych niekolko oblasti, hlavhe meranie Udajov zo vzduchu, z pédy a vody
prostrednictvom réznych druhov senzorov.

Predmetom projektu je vyskum moznosti implementécie sieti IoT v prostredi Statnej
spravy, kde sa oCakava vysoka efektivita a vyvoj novych unikatnych sluzieb. Referencnou
aktivitou s vysokou pridanou hodnotou bude potom vyhodnocovanie a dalsi vyskum nad
datami ziskanymi zo senzorickej siete.

Projekt prinesie aj vedlajsie ciele a tymi su velky prinos dat do novej Open Access
platformy, senzorické environmentalne data o Zivotnom prostredi v objeme, aky doteraz
nebol dostupny v prostredi Slovenskej republiky, a na to nadvézujlce vyskumy, a taktiez
velky potencial dalSich aplikacii v nasadeni IoT sieti v prostredi statnej spravy. Unikatnost
rieSenia bola potvrdena aj zahrani¢nymi expertmi.

3.1.5 Operacny program Integrovana infrastruktira
Projekt Centralny informacny systém statnej sluzby

Narodna agentuira pre sietové a elektronické sluzby (dalej ako ,NASES") planuje
realizovat projekt Centralny informaény systém $tatnej sluzby (dalej ako ,CISSS"). Centralny

informacny systém Statnej sluzby sa ako institut zavadza Gcinnostou nového zakona o
Statnej sluzbe, ktorého schvalenie sa predpoklada zaciatkom roka 2017.


https://slovensko.sk
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CISSS zahffia 5 registrov, ktoré bud( zavédzané postupne. Obsahovat bude
nasledujlce registre:

e register vyberovych konani,

e register Uspesnych absolventoy,

e register nadbytoCnych Statnych zamestnancov,
e register Statnozamestnaneckych miest,

e register Statnych zamestnancov.

Podstatou projektu CISSS je vytvorenie komplexnej personalnej databazy Udajov
o Statnych zamestnancoch, statnozamestnaneckych miestach a vyberovych konaniach v
$tatnej sprave. Sluzobné Urady prostrednictvom CISSS ziskaju nastroje na automatizaciu
personalnych procesov a komplexnu personalnu databazu Udajov na UspesSnu realizaciu
stratégie. Takto ziskané (daje budu predstavovat nastroj na efektivnejSie planovanie a
riadenie ludskych zdrojov a profesionalizaciu statnej sluzby.

Dnia 24. 8. 2016 bol na zasadnuti Hodnotiacej komisie na posudzovanie reformnych
zamerov schvaleny reformny zdmer predlozeny Uradom vlady SR s ndzvom ,Zefektivnenie
a modernizacia riadenia ludskych zdrojov v Statnej sprave", v ramci ktorého je planované
projekt CISSS implementovat.

NASES v druhej polovici roka 2016 predloZila na schvalenie Studiu uskutocnitelnosti
pre projekt, po schvaleni studie zo strany UPVPII bude podana ziadost o nendvratny finanény
prispevok.

3.1.6 Projekty financované prostrednictvom statneho rozpoctu
Optimalizacia centralnych komponentov sluzby eKolok

V ramci prevadzky systému eKolok bola identifikovana potreba optimalizovat
jednotlivé centralne komponenty rieSenia tak, aby umoznili efektivne dlhodobo podporovat
zvy$ené mnozstvo zapojenych Uradov a pouzivatelov a z toho vyplyvajlce zvy$ené zatazenie
jednotlivych komponentov, preto v decembri 2016 bola schvélena Studia uskutocnitelnosti
pre Optimalizaciu centralnych komponentov sluzby eKolok.

Rozsah studie vychaddza z metodického usmernenia na spracovanie Studii
uskutoc¢nitelhosti v ramci Operacného programu Integrovana infrastruktira.

Pocet zapojenych Uradov v roku 2016 dosiahol hodnotu 1 185. Markantny je narast
najma v pocte zamestnancov, ktori s zapojeni do procesov suvisiacich so spracldvanim
eKolkov. Z povodne planovaného poctu 3 207 sa sucasné hodnoty poctu zapojenych
zamestnancov pohybuju okolo Cisla 37 773.

Projekt bude implementovany v prvej polovici roku 2017.
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- 3.2 Sekcia prevadzky infrastruktary a Sekcia bezpecnosti

Vladna siet GOVNET je definovand ako nadrezortna siet, ktord prepaja instittcie
verejnej spravy (ministerstva, ostatné Ustredné organy sStatnej spravy, iné institlcie Statnej
spravy a samospravy) a ich centrdlne registre. Architektonicky je siet GOVNET technicka
komunikacna infrastruktira, ktord poskytuje sietové sluzby.

Organizacia a rozvoj vladnej datovej siete GOVNET spociva v sprave, prevadzkovani
a rozvoji predmetnej siete, zahffa okruh kvalifikovanych cinnosti, na ktorych sa podielaju
zamestnanci NASES a dodavatelské spoloc¢nosti, ktoré potrebné cinnosti pre NASES
zabezpecuju na zaklade zmluvnych vztahov.

Siet GOVNET je jednym zo zakladnych nastrojov informatizacie verejnej spravy
na Slovensku. Ako nadrezortnd informacna siet slizi na efektivhu a bezpeénl vymenu
informacii a vznikla na zaklade uznesenia vlady SR ¢. 310/1993.

Poskytuje svoje sluzby:



www.slovensko.sk

V roku 2016 NASES prostrednictvom siete GOVNET poskytoval:

mesacne e-mailovy systém vybavi priemerne 5,1 milidona prichadzajucich
sprav z internetu.

Z toho: - 3,7 miliéna zastavi reputacny filter (tzv. tvrdy spam)
- 30-tisic su zistené spamy zo serverov neuvedenych na Blacklistoch
- v 500 spravach je zisteny virus
- 3 500 sprav je zastavenych z dovodu nesuhlasu SPF zaznamu
- 1,3 miliébna sprav je doru¢enych adresatom v GOVNET-e

Zaroven za mesiac systém doruci 2,2 miliéna sprav
z GOVNET-u adresatom v internete.



www.sms.gov.sk
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V roku 2016 presla siet GOVNET dal$imi zmenami:

¢ nasadenie vykonnych proxy serverov v centrale siete GOVNET
pre vSetky koncové uzly siete GOVNET;

e pokracujlica modernizacia siete GOVNET, dalSie zvySovanie rychlosti
koncovych uzlov siete GOVNET az do 1 Gbps;

e pripajanie jednotlivych obci a OVM na Ucely integracie s UPVS;

e pripojenie dalSich institlcii do siete GOVNET na Ucely integracie projektov OPIS.

NASES v roku 2016 pokracoval s modernizaciou sluzieb poskytovanych v sieti
GOVNET, so zvysSovanim prenosovych rychlosti, s kvalitou poskytovanych sluzieb, ako aj
poctu pripojnych miest. V suvislosti s uvedenym zabezpecoval prepojenie siete jednotlivych
uzlov organov verejnej spravy navzajom, ako aj ich prepojenie so sietou internet, prepojenie
k eurdpskej privatnej sieti STESTA, pripadne prepojenie s inymi sietami. Prostrednictvom
siete GOVNET zabezpedoval integracie jednotlivych projektov OPIS a rezortov na UPVS, ako
aj integracie pre Slovensku postu na prevadzku k sluzbe eKolok.

Na Ucely reagovania na zmeny legislativy a vyvoja komunikacnych poZiadaviek uzlov
siete GOVNET v roku 2016 pokracovala NASES v trende Upravy komunikacnej infrastruktury
zahfnajlucej zmeny tykajlce sa prvkov zvysSovania bezpecnostnych a kontrolnych
mechanizmov.

V priebehu roku 2016 boli v prostredi NASES v ramci komunikacnej infrastruktury
vytvorené systémy vcasného varovania, reakcie na incidenty a zdielania informacii na
zaklade zadanych kritérii. V prostredi Odboru prevadzky sluzieb NASES bolo plynulo od
decembra 2015 az do 1. augusta 2016 budované v ramci pilotnej prevadzky dohladové
pracovisko. Polas tejto prevadzky ¢lenovia timu od spustenia monitorovali siet GOVNET na
zaklade udalosti generovanych monitorovacimi systémami. Vzhladom na vzrastajlcu potrebu
sledovania rozsiahleho mnoZstva dat sa uskutocnilo spustenie dohladového pracoviska do
ostrej prevadzky. V ramci organizacnych zmien v NASES uskuto¢nenych v auguste 2016
bola z povodnej organizac¢nej struktary Odboru prevadzky infrastruktiry oddelena Sekcia
prevadzky infrastruktury a Sekcia bezpecnosti. Sekcia bezpecnosti od augusta 2016 mala vo
svojej Struktlire na Ucel zabezpecenia prevadzky komunikacnej infrastruktary vybudované
Dohladové centrum a Odbor bezpecnosti sieti. V suvislosti s organizacnou zmenou zacala
Sekcia bezpecnosti poskytovat sluzby, ktoré si potrebné na zvladdnutie bezpeénostnych
pocitaCovych hrozieb a incidentov, na odstranenie ich nasledkov, na vytvaranie ponauceni z
nich a na poskytnuti sucinnosti pri naslednej obnove cinnosti.
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Ulohou Dohladového centra je monitorovat siet GOVNET a cielene riesit bezpe¢nostné a
prevadzkové incidenty. Pracovnici Dohladového centra prijimaju incidenty z monitorovacieho
systému (vlastna detekcia) pomocou telefonickej hotline pre uzly a pomocou e-mailu alebo
inych kontaktov. Ziskané informacie o pripadnych hrozbach alebo incidentoch dalej podla
povahy pracovnici dohladu odovzdavaju Specialistom a priebezne sleduju ich rieSenie.

V decembri 2016 bol Odbor bezpecnosti sieti premenovany na GOV CERT. GOV CERT
rieSi a koordinuje prvky kybernetickej bezpecnosti v rdmci svojich kompetencii, ktoré su
v pOsobnosti NASES. Pri koordinacii aktivit komunikuje najma s Dohladovym centrom,
ktoré metodicky riadi a navrhuje nastavenia bezpecnostnych manazérskych nastrojov
pracoviska SOC (Security operations center), bezpecnostné pracovisko a pracoviska NOC
(Network operations center), sietové pracovisko. Poslanim GOV CERT je prostrednictvom
poskytovania cielenych sprostredkovatelskych sluzieb véasne reagovat na zavaziné
bezpecnostné pocitacové hrozby a incidenty v okruhu svojej posobnosti. GOV CERT plni
Ulohy bezpeénostného kontaktného miesta pre vybrané sluzby a siet GOVNET s operativnym
dosahom na cell Slovenskl republiku. Pripravuje analyzy a s vyuzitim ostatnych odborov
Sekcia bezpecnosti vydava odporucania pre kyberneticky priestor v rdmci svojej p6sobnosti.
Okrem znizovania rizik a minimalizovania poctu potrebnych reakcii GOV CERT zabezpecuje
pre odberatelov sluZieb preventivne a vzdelavacie aktivity. GOV CERT na Ucely identifikacie
a manazovania bezpecnostnych informacii a hrozieb vyuziva manazérsky systém SIEM
(Security Information and Event Management).

e
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- Spojené Staty Americké 20,50 %
- Iné 15,70 %
Svajtiarsko 15,50 %

- Ruska Federacia 12,90 %

- Slovensko 8,00 %
- Cina 7,30 %
- Brazilia 6,60 %

Holandsko 4,70 %
- Spojené Kralovstvo 4,60 %

Francuzsko 4,20 %

Graf 1. Podiel identifikovanych krajin v roku 2016

Graf €. 1 zobrazuje krajiny, ktoré sa najva¢sou mierou podielali na kybernetickych
Utokoch v priebehu monitorovania systémom SIEM. Krajiny s podielom mensim ako 4 % su
zahrnuté v spoloCnej skupine Ostatné.

- Malware 40,81 %
- Exploit 23,50 %

Antivirus 6,77 %

- Access 6,22 %

- Denial_Of_Service 5,93 %

- Authentication 5,74 %

- Alert 5,12 %

Policy 2,85 %

- Network 2,84 %

Recon 0,23 %

Graf 2. Podiel jednotlivych typov hrozieb identifikovanych GOV CERT v roku 2016

Graf ¢. 2 zobrazuje kategorie hrozieb, ktoré boli identifikované za vybrané obdobie
roku 2016. Najvacsi podiel ma kategoria Malware, ktora z velkej Casti obsahuje uz odfiltrované
Skodlivé e-maily s ich prilohami. Exploit, ako druhd najvyraznejSia kategdria udalosti,
obsahuje v najvacsej miere skeny zamerané na identifikaciu a zneuzitie nezabezpecenych
miest informacnych systémov.



- Intrusion attempt 45,00 %

- Malware 42,50 %

Phishing 7,50 %

- Iné 5,00 %

Graf 3. Podiel jednotlivych typov incidentov rieSenych GOV CERT v roku 2016

Graf €. 3 zobrazuje podiel najCastejsie rieSenych incidentov v sledovanom obdobi.
NajCastejsie boli rieSené pokusy o prienik do systémov pomocou intrusion attempt a typu
malware. V niektorych prijatych e-mailoch bol umiesteny formuldr na ziskanie prihlasovacich
udajov pouzivatela alebo infikované formaty priloh (phishing).
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Pracovnici GOV CERT sa v roku 2016 niekolkokrat aktivne zGcastnili na cviceni so
zameranim na kyberneticki bezpeénost. Za mimoriadnym UGspechom timu Slovenskej
republiky, ktory sa zUcastnil na najvacsom medzinarodnom kybernetickom cvieni Locked
Shields 2016, bol aj pracovnik GOV CERT.

Sucastou Sekcie bezpeénosti je od augusta 2016 aj Odbor fyzickej bezpeénosti,
ktory primarne pIni v chranenom priestore Glohy najma v oblasti ochrany utajovanych
skutocnosti a Ulohy v oblasti ochrany osobnych Gdajov NASES. V oblasti ochrany utajovanych
skutoCnosti zabezpecuje a vedie vyclenené Cinnosti na Usekoch personalnej bezpecnosti,
fyzickej a objektovej bezpecnosti, Sifrovej ochrany informacii, bezpecnosti technickych
prostriedkov a administrativnej bezpecnosti. V ramci oblasti bezpecnosti technickych
prostriedkov zabezpecuje prevadzku technického prostriedku NASES, na ktorom sa tvoria
alebo spracuvaju utajované skutocCnosti. Odbor fyzickej bezpecnosti sicasne zabezpecuje
cinnosti sekretariatu Sekcie bezpecnosti, pri ktorych vykonava administrativhu podporu a
zabezpecuje koordinaciu vyclenenych cCinnosti jednotlivych odborov v sekcii.

Dohladové pracovisko prostrednictvom monitorovacieho systému sleduje prehlad
problémov rozdelenych do jednotlivych stavovych Grovni podla zadefinovanych priorit.
V pripade identifikacie bezpec¢nostnych incidentov boli tieto incidenty nasledne v ramci
odboru prevadzky sluzieb NASES analyzované a rieSené tak, Ze sa prijimali a realizovali
protiopatrenia, poskytovali sa informacie a informacna podpora dotknutym organizaciam.
Incidenty boli identifikované na zaklade preddefinovanych pravidiel, ktoré sa priebezne v
systéme monitoringu upravovali a upravuju na zaklade realnych potrieb. V ramci systému
sa vyuzivala uz vybudovana komunika¢na mapa na bezpecnu komunikaciu s organizaciami
zapojenymi do siete GOVNET a sluzieb UPVS.

Na Ucely zberu dat na monitorovanie serverov NASES boli na serveroch nainstalovani
agenti aplikacie Nimsoft, CISCO PRIME a Zabbix.

NASES dalej zabezpecoval registraciu domén pre organy a institlcie verejnej spravy
(.sk) a vyhodnocoval bezpecnostné incidenty zachytené IDS/IPS, z Firewallov, z aplikacnych
IPS.

NASES opatovne spolupracoval s Narodnym bezpecnostnym Uradom v ramci cvienia
NATO Cyber Europe 2016.

“

|

Ucastnikov timu Slovenskej republiky na najva¢$om medzindrodnom cviceni Locked Shields 2016,
vratane pracovnika NASES, ocenil aj prezident SR Andrej Kiska. Zdroj: archiv NASES.




. -

Projekt Digitalne ucivo na dosah

»Digitalne ucivo na dosah" je spolo¢nym projektom Ministerstva Skolstva, vedy,
vyskumu a $portu SR (dalej ako ,MSVVaS SR"“) a Uradu vlady SR, ktory sa spolufinancoval
z prostriedkov EU, a to z Opera¢ného programu Informatizacia spolo¢nosti a OPII. V rdmci
projektu, ktory bol spusteny v priebehu roka 2016 do prevadzky, NASES realizuje jeho
technické zabezpecenie, a to na zaklade zmliv o plneni odbornych Uloh v informatizacii v
SR, v zmysle svojho Statltu, ako aj samotnej Zmluvy o prevadzke s MSVVa$ SR.

Cielom projektu Digitalne ucivo na dosah (dalej ako ,DUD") bolo vytvorenie eGov
sluzby, ktord umozni kazdej Skole zapojenej do projektu primerane rychly a kvalitny
pristup k digitdlnemu vzdelavaciemu obsahu rezortu Skolstva a inych rezortov a zaroven k
bezpeénému internetu. Bola vybudovana vykonna siet (pristupova a lokdalna infrastruktara)
pre potreby MSVVaS SR v okresoch Banska Bystrica, Banska Stiavnica, Humenné, Snina,
Spisska Nova Ves a Trnava.

Vo viac ako dvesto (presnejsSie 219 subjektov) materskych, zakladnych a
stredosSkolskych zariadeni z vybranych okresov ziskali v ramci projektu DUD aj
sprevadzkovanie profesionalnych WiFi pristupovych bodov v priestoroch Skoly, ktoré
umozniuju ziakom aj ucitefom vyuzivat pri praci v Skole i svoje vlastné zariadenia a pritom
sa komfortne pohybovat v prostredi bezpeéného internetu.

V tychto Skolach boli inStalované aj dalSie stovky zariadeni, ktoré NASES v ramci
prevadzky a monitoringu dohladuje v systéme Zabbix. To umoznuje rychlejSiu a adresnejsiu
identifikdciu problému na tej-ktorej skole, a tym aj pomaha zvysovat celkovl efektivnost
prevadzky projektu DUD. Monitorovacie systémy okrem toho umoznuju aj vystupy a reporty
vyuzitia systému ¢&i tvorbu inych Statistik pre manazérske rozhodovanie. V Skolskych
zariadeniach sa prihlasilo vyse 3-tisic jedineCnych uzZivatelov a pocet volani sluzby je na
arovni jedného miliona mesacne.

Zdroj: TASR.
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Na obr. €. 1 vidiet priebeh ,trafficu®, t. j. odosielania, resp. stahovania dat v obdobi
1. oktébra 2016 az 31. decembra 2016 sumarne na vSetkych Skolach zapojenych v projekte
DUD. Z vyvoja grafu je mozné pozorovat opakované dennodenné vyuzitie systému zhruba
na Urovni 0,83 TB dat za der, ¢o znamend do 80 TB za tri mesiace stahovania dat zo
strany Skol. Naopak, pri zasielani dat smerom ,von" je to len 0,07 TB za deri, ¢o zodpoveda
nie¢o nad 7 TB dat za trojmesacné sledované obdobie. Z grafu vidiet aj vyrazné zniZenie
stahovania dat pocas prazdninového obdobia cez vianoéné sviatky, a teda nepritomnost
uzivatelov, t. j. ziakov a ucitelov v Skolskych zariadeniach.

obr. ¢. 1
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Na obr. &. 2 v sledovanom obdobi za mesiac december vidiet podiel aktivit, ktoré
boli blokované (oranzova farba) k celkovym aktivitdm uzivatelov v sieti DUD (zelena farba).

Obr. &. 2
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3.3 Sekcia prevadzky aplikacii
3.3.1 Portal UPVS

Ustredny portdl verejnej spravy (UPVS) na adrese www.slovensko.sk ako hlavny
vystup jedného zo zadsadnych projektov elektronizacie verejnej spravy fungoval pocas
celého roka 2016 uz druhym rokom v ostrej prevadzke. UPVS slizi ako centrélna a jednotna
vstupna brana pre obcanov aj podnikatelov k elektronickym sluzbam verejnej spravy.
Spravcom Ustredného portalu verejnej spravy je Urad vlddy SR a prevadzkovatelom je
Narodna agentura pre sietové a elektronické sluzby (NASES).

Okrem pristupu k elektronickym sluzbam poskytuje verejnosti suhrnné informacie
suvisiace s vybavovanim Uradnych zalezitosti vo forme Zivotnych situacii, agend, ako aj
podporné informacie na samotné vyuzitie elektronickych sluzieb. Z pohladu verejnej spravy
zabezpecuje UPVS centrdlne prepojent infrastruktiru pre informacné systémy verejnej
spravy a zaroven umoznuje vyuzivanie spolo¢nych modulov.

Medzi najdélezitejSie nastroje uUstredného portalu patria elektronické schranky,
ktoré sliZia na elektronickl komunikaciu ob¢anov a podnikatelov s orgdnmi verejnej moci.
NASES zriaduje elektronické schranky pre fyzické i pravnické osoby priebezne na zaklade
Udajov zasielanych z registra fyzickych a pravnickych oséb. Koncom roka 2016 ich (vratane
schranok organov verejnej moci) bolo v celkovom pocte evidovanych viac ako 5,9 milidéna.
V sucasnosti portal www.slovensko.sk poskytuje pristup k viac ako 1 500 sluzbam Statu
a obdania i podnikatelia mdzu zasielat podania elektronicky na viac ako 7 700 organov
verejnej moci.

Prevadzku UPVS, zriadenie elektronickych schranok, pristup k spolo¢nym modulom,
ako aj tvorbu informaéného obsahu na UPVS upravuje zakon ¢. 305/2013 Z. z. o elektronickej
podobe vykonu pésobnosti organov verejnej moci a o zmene a doplneni niektorych zakonov
(zédkon o eGovernmente), ktory predstavuje zakladny pravny ramec pre elektronickd podobu
vykonu p6sobnosti organov verejnej moci.

Z pohladu legislativy prebehlo v roku 2016 niekolko vyznamnych zmien, ktoré sa
dotkli zakona o eGovernmente. Do platnosti vstupil zakon €. 272/2016 Z. z. o doveryhodnych
sluzbach pre elektronické transakcie na vnutornom trhu a o zmene a doplneni niektorych
zakonov (zakon o doveryhodnych sluzbach), ktory novelizoval zakon ¢. 305/2013 Z. z.
o eGovernmente. Novela posunula termin povinnej aktivacie elektronickych schranok
pravnickych os6b, ktoré nie su zapisané do obchodného registra, na 1. maj 2018.

Vyznamnym datumom pocas uplynulého roka bol 1. november 2016. Od tohto
datumu zacala pre $tat platit véeobecna povinnost vykondavat verejnd moc elektronicky.
Statne orgadny a institucie (organy verejnej moci) tak od novembra musia prioritne
komunikovat elektronickou formou prostrednictvom zriadenych elektronickych schranok.
Povinnost organov verejnej moci komunikovat elektronicky je v platnosti uz od 1. novembra
2013, no vynimkou v zakone o eGovernmente bola odlozena pre tie organy verejnej moci,
ktoré pre technické prekazky elektronicky komunikovat nemohli. Od 1. novembra 2016 sa
vynimka kondéi a viac sa na fiu nebude mozné odvolat. V platnosti vSak ostava, Ze Statne
organy budu méct komunikovat aj inak ako prostrednictvom elektronickej schranky, ak ich
k tomu viaze osobitny predpis.


www.slovensko.sk
www.slovensko.sk
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3.3.2 Sekcia prevadzky aplikacii

Prevadzku Ustredného portdlu verejnej spravy na aplika¢nej Grovni zabezpeduje
Sekcia prevadzky aplikacii. Zahffia administrativhu prevadzku a spravu informacnych
obsahov.

Odbor informaéného obsahu UPVS

Odbor informacného obsahu zabezpecéuje informaény obsah UPVS, ktory svojim
pouzivatefom ponlka vo forme zivotnych situacii, navodov, videonavodov, oznamov Ci
metodickych usmerneni. Okrem zverejfiovania a aktualizacie informacného obsahu sa
zameriava aj na analyzu existujucich a pripravovanych pravnych predpisov, komunikuje
s organmi verejnej moci o informacnej a obsahovej naplni portalu a pripravuje vlastné
materidly na zverejnenie.

V roku 2016 sa Odbor informacného obsahu podielal v ramci svojich aktivit na
viacerych vylepseniach a Upravach portalu aj v elektronickych schrankach. Pracovalo sa
najma na zjednoduseni portdlu z pohladu uZivatela a rozSireni obsahovej naplne Ustredného
portalu.

V aprili bola spristupnend nova navigacia, ktord umoznila pouzivatelom portdlu
jednoduchsi pristup k elektronickym sluzbam verejnej spravy. Zaroven sa vylepsila jedna z
kltcovych funkcii portalu, ktorou je vyhladavanie v ramci ponukanych Zivotnych situacii a
elektronickych sluzieb.

Z pohladu informacného obsahu sa pracovalo najmé& na aktualizacii Zivotnych
situacii podla novej Struktury, ktorou sa zjednodusili a skratili texty. V druhom polroku bolo
podla novej struktary upravenych 29 zivotnych situacii. Informacny obsah bol doplneny
novou sekciou videonavody. Ide o kratke videa zobrazujlce zakladné situacie pri instalacii
aplikacii, prostredie elektronickej schranky a pracu s portalom. Rozsirena bola aj anglicka
verzia stranky, najma texty pri Zivotnych situaciach tykajlcie sa cudzincov, zverejnovanie
oznamov a spristupnenie ziadosti a tlaciv.

V suvislosti s povinnou aktivaciou schranok pravnickych os6b na dorucovanie Odbor
informacného obsahu spristupnil funkciu ,overenie zastupovania“, ktora slizi na overenie
zastupovania pre Statutarov pravnickych os6b. V nadvaznosti na tuto tému sa tiez rozsiril a
priebezne aktualizoval informacny obsah na portali (zverejnili sa nové ¢lanky, usmernenia,
navody, oznamy).

Daldou zmenou na UPVS bolo zverejnenie novej vylep$enej sekcie ,Na stiahnutie",
ktora na zaklade detekcie operacného systému ponukne pouzivatelovi vhodné aplikacie na
inStalaciu. Zjednodusil sa tak proces prvej instalacie potrebného softvéru pre pouzivatelov.
V prostredi elektronickych schranok sa realizovalo tiez niekolko Uprav a boli nasadené
nové funkcionality, na ktorych sa Odbor informacného obsahu podielal nielen z hladiska
pripomienkovania, testovania, ale aj nasledného =zapracovavania tychto zmien do
informacného obsahu (napr. Uprava a nastavenie notifikacii, funkcionalita preverenia stavu
schranky na dorucovanie, zjednodusenie potvrdenia dorucenky).
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Dalsie aktivity, ktoré Odbor informac¢ného obsahu pocas roka 2016 zabezpecloval,
bolo zverejiiovanie a aktualizacia informacii na dalSich portdloch v sprave alebo prevadzke
NASES (portal Open.slovensko.sk, portal Your Europe) v sulade s platnou legislativou.

Odbor administracie aplikacii

Dalsim poskytovatefom podpory elektronizécie verejnej spravy je odbor administracie
aplikacii, ktorého pole poOsobnosti zahffia spracovavanie listinnych a elektronickych
iadosti, koliacu &innost pracovnikov Uradu viddy SR a orgdnov verejnej moci, registraciu
elektronickych sluZieb v lokatore sluzieb UPVS, rieenie poziadaviek pre kontaktné centrum,
testovanie elektronickych formularov, kontrolu, spravu a spracovavanie Statistik do
datasetov, testovanie a nasadzovanie novych funkcionalit elektronickych schranok a dalsie
oblasti, ktorymi je zabezpecovany chod elektronickych sluzieb v informaénom systéme
verejnej spravy UPVS.

3.3.3 Statistika

V ramci Sekcie prevadzky aplikdcii s priebezne aktualizované a zverejfiované
Statistiky tykajuce sa Ustredného portélu verejnej spravy v podobe datasetov na portali
www.data.gov.sk.

V uplynulom roku 2016 k datumu 31. 12. 2016 bolo zriadenych celkovo 5 932 396

elektronickych schranok, 50 986 z nich bolo k tomuto datumu aktivovanych aj na dorucovanie,
pricom aktivacia schranok organov verejnej moci prebieha automaticky zo zakona.

Pocet zriadenych

schranok 4 871 615 1 053 014 7 767 5 932 396
k datumu 31. 12. 2016

Pocet schranok aktivovanych
na dorucovanie 16 572 25 838 N/A 42 410
k datumu 31. 12. 2016

Pozn.: OVM maju schranky aktivované na dorucovanie zo zakona automaticky.

Pocet zriadenych Pocet schranok aktivovanych
schranok na dorucovanie

o 4871615
o 1053014
- OVM 7 767



www.data.gov.sk
https://Open.slovensko.sk
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3.4 Sekcia komunikacie
Komunikdcia s verejnostou

K 1. 8. 2016 bola v organizacnej Strukture NASES zriadena Sekcia komunikacie. Jej
Ulohou je najmé kazdodennd komunikacia s médiami a verejnostou, zabezpeduje sluzby
kontaktného centra pre verejnost, ako aj plnenie Uloh v oblasti poskytovania informacii
podla zdkona ¢. 211/2000 Z. z. o slobodnom pristupe k informdaciam. Hlavnym poslanim
Sekcie komunikacie je zabezpedit vys$iu informovanost a kvalitnejsi servis pre lfudi, ktori
vyuzivaju sluzby Ustredného portalu verejnej spravy, ako aj propagéacia projektov agentlry
v oblasti informatizacie.

Odbor PR a marketingu

Odbor PR a marketingu zabezpecuje informacné, publicistické a tlacové vztahy NASES
smerom k hromadnym oznamovacim prostriedkom, socidlnym sietam a verejnosti. Pracovnici
odboru PR a marketingu publikovali v roku 2016 spolu 24 tlacovych sprav, najméa o problematike
vyuzivania elektronickych schranok ob¢anmi a podnikatelmi. Zaroven na dennej baze odpovedali
na otazky médii. V roku 2016 bolo v masovych médiach 282 c¢lankov, rozhlasovych a televiznych
reportdzi a inych vystupov o agenture. Pracovnici NASES v roku 2016 vybavili 35 Ziadosti
o informacie podla zakona ¢. 211/2000 Z. z.

Komunikaénym kanalom NASES na socidlnych sietach je profil agentury na sieti Facebook,
ktory mal ku koncu roka 2016 takmer 700 fanusikov.

Neoddelitelnou stcastou komunikacnej stratégie NASES bola Ucast v pracovnych skupinach
na Urade podpredsedu viddy SR pre investicie a informatizaciu, tykajlcich sa elektronickych
schranok pre komunikaciu obcanov a podnikatelov so statnymi institGciami, a proklientsky pristup.
V ramci komunikacie s obanmi bolo vybavenych vySe 90 podnetov vo forme mailov, telefonatov
& podani posttpenych z Uradu viddy SR ¢&i inych orgdnov $tatnej spravy. Od septembra 2016 slUZi
ob&anom nové webové sidlo NASES, www.nases.gov.sk, spifiajlice pravidld pristupnosti.

] //'

Operatori Ustredného kontaktného centra vybavili v roku 2016
vySe 30-tisic poziadaviek obcanov i podnikatelov. Zdroj: archiv NASES.
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Ustredné kontaktné centrum

Centrum zabezpeluje telefonickl podporu pre verejnost a rieSenie incidentov
tykajucich sa informacnych systémov prevadzkovanych agentirou NASES. Sluzby centra
pre oblanov sa v roku 2016 vyrazne rozsirili kvantitativne aj kvalitativne. Kym na zaciatku
roka poskytovalo podporu Sest pracovnikov, ku koncu roka sa telefonatom ludi s problémami
venovalo 16 operatorov, z toho traja schopni vybavovat aj podnety po anglicky hovoriacich
volajucich.

Pocet vybavenych poziadaviek
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Na zvySenie kvality servisu pre ob¢anov bol vypracovany manual odbornych otazok
a odpovedi pre kontaktné centrum a sStandardy telefonickej komunikacie pre operatorov,
bol nastaveny adaptacny proces pre novych zamestnancov. NASES realizuje pravidelné
vzdelavanie operatorov v oblasti telefonickej, mailovej komunikacie a odbornych znalosti.
Personalne procesy a pravidla fungovania Ustredného kontaktného centra su nastavené tak,
aby obcan dostal pozadované informacie profesionalnym sposobom v ¢o najkratSom cCase.
Pri rieeni poZiadaviek volajlcich spolupracujui zamestnanci Ustredného kontaktného centra
NASES s pracovnikmi call centra ministerstva vnutra a inymi orgdnmi verejnej moci.

NASES realizuje pravidelné vzdelavanie operatorov v oblasti telefonickej,
mailovej komunikacie a odbornych znalosti. Zdroj: archiv NASES.




4.1 Vseobecna c¢ast

V zmysle uzatvoreného Kontraktu na rok 2016 medzi Uradom vlady Slovenskej
republiky a NASES bol stanoveny objem finanénych prostriedkov uréenych na ¢innost NASES
v sulade so zavaznymi ukazovatelmi statneho rozpoctu na rok 2016 vo vyske 3 604 000 eur
ako bezné transfery.

Dodatkom ¢. 1/2016 ku Kontraktu na rok 2016 bol navyseny objem financnych
prostriedkov o 177 022,88 eura ako bezné transfery v zmysle nasledujucich rozpoctovych
opatreni:

e Rozpoctové opatrenie ¢. 96/2016 na povolené prekrocenie limitu beznych vydavkov v
suvislosti s uplatnenim § 5 zdkona ¢. 411/2015 Z. z. o Statnom rozpocte na rok 2016 na
zvysenie platov zamestnancov kapitol statneho rozpoctu vo vyske 49 869 eur.

e Rozpoctové opatrenie €. 108/2016 na povolené prekrocCenie limitu beznych vydavkov v
zmysle Memoranda o spolupraci pri vyuzivani sluzieb vladnej datovej siete GOVNET medzi
Ministerstvom Zivotného prostredia SR (dalej len ,MZP SR") a NASES vo vyske 237 500 eur.
e Rozpoctové opatrenie ¢. 115/2016 na viazanie limitu beznych vydavkov z dévodu kompenzacie
nizkych vykupnych cien mlieka a valorizacie miezd pedagogickych zamestnancov a ucitelov

vysokych Skol vo vyske 110 346,12 eura.

Dodatkom ¢. 2/2016 ku Kontraktu na rok 2016 bolo v zmysle rozpoctového opatrenia
€. 123/2016 povolené prekrocenie limitu vydavkov o 8 845 295,80 eura, z toho 6 676 700
eur ako bezné transfery a 2 168 595,80 eura ako kapitalové transfery. Prostriedky boli
urcené na zabezpecenie prevadzky informacnych systémov vytvorenych v ramci UspesSne
ukoncenych projektov OP IS a na vydavky suvisiace s implementaciou systémovych zmien
vyplyvajucich zo zmien legislativy.

Dodatkom ¢. 3/2016 ku Kontraktu na rok 2016 bolo v zmysle rozpoctového opatrenia
€. 130/2016 povolené prekrocenie limitu kapitalovych vydavkov o 1 495 200 eur. Prostriedky
boli ur¢ené na zabezpecenie Upravy informacnych systémov vytvorenych v ramci projektov
Ustredny portél verejnej spravy (dalej len ,,UPVS") a Elektronicka identifikaéna karta.

Dodatkom ¢&. 4/2016 ku Kontraktu na rok 2016 bol navyseny objem financnych
prostriedkov o 1 960 500,62 eura, z toho 10 800 eur ako bezné transfery a 1 949 700,62
eura ako kapitalové transfery v zmysle nasledujucich rozpoctovych opatreni:

e Rozpoctové opatrenie ¢. 148/2016 na povolené prekrocenie limitu kapitalovych
vydavkov na implementéciu ,,Optimalizacie centralnych komponentov sluzby eKolok" vo
vySke 1 949 700,62 eura.

e Rozpoctové opatrenie ¢. 149/2016 na povolené prekrocenie limitu beznych vydavkov
v zmysle Memoranda o spolupraci pri vyuzivani sluzieb nadrezortnej informacnej siete
GOVNET a outsourcingu sluzieb IT medzi Narodnou radou SR a NASES vo vyske 10 800 eur.
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Dodatkom ¢. 5/2016 ku Kontraktu na rok 2016 v zmysle rozpoctového opatrenia
¢. 155/2016 boli upravené zavazné ukazovatele NASES, a to viazanie limitu beznych vydavkov
v prospech zabezpeclenia kapitadlovych vydavkov vo vySke 625 640,40 eura. Kapitalové
prostriedky boli uréené na zabezpecenie rozsirenia funkcionalit na UPVS - funkcionality CEP
a IAM v suvislostou so zmenou legislativy.

4.2 Vydavky

4.2.1 Bezné vydavky

Rozpocet beznych vydavkov na rok 2016 bol pre NASES schvaleny vo vyske
9 842 882,48 eura a bol uréeny na financovanie tychto vydavkov:

K 31.12.2016 boli bezné vydavky ¢erpané vo vyske 8 109 300,69 eura. V sledovanom
obdobi boli na financovanie beznych vydavkov pouzité aj prostriedky z roku 2015 vo vyske
510 821,64 eura. Cerpanie beznych vydavkov bolo v nasledujlicom zloZeni:

Mzdy, platy (610)

Mzdové prostriedky boli za sledované obdobie ¢erpané vo vyske 1 262 370,45 eura.
Priemerny zarobok zamestnancov za sledované obdobie dosiahol sumu 1 566,54 eura brutto
/ mesiac. K 31. 12. 2016 bol prepocitany stav zamestnancov 84,8 osoby.

Poistné (620)
Poistné a prispevky do poistovni boli poukdzané v sledovanom obdobi vo vyske
473 940,87 eura.

Tovary a sluzby (630)

Celkové Cerpanie prostriedkov z rozpoctu 2016 v ramci kategorie 630 Tovary a
sluzby dosahuje vysku 6 365 150,37 eura. NajvyraznejsSie vydavky tejto kategdrie vznikli
v suvislosti s financovanim v ramci rozpoctovej skupiny 637 Sluzby, ktoré predstavuju
52,83 % z ¢erpania v ramci kategérie 630. Daldie vyrazné vydavky v tejto kategérii vznikli
v ramci rozpoctovej skupiny 632 Energia, voda a komunikacie, a to az 41,69 %.
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Cerpanie prostriedkov v ramci kategérie 630 podl'a jednotlivych rozpoétovych
skupin je nasledujice:

Cestovné nahrady (631)

Vydavky na domace pracovné cesty vznikli vo vyske 3 253,38 eura a na zahrani¢né
pracovné cesty vo vyske 8 425,88 eura. Cerpanie polozky 631 z nespotrebovaného bezného
transferu z roku 2016 bolo vo vyske 2 175,03 eura.

Energie, voda, postové sluzby a komunikacna infrastruktiara (632)

Prostriedky v ramci tejto polozky boli Cerpané vo vyske 2 653 559,40 eura.
NajvyznamnejSou polozkou bola podpora komunikac¢nej infrastruktiry vladnej datovej siete
GOVNET. Z nespotrebovaného bezného transferu z roku 2015 boli pouzité prostriedky vo
vyske 70 670,77 eura.

Material (633)

Vydavky na materidl dosiahli vySku 87 154,63 eura. Najvyznamnejsia ¢ast v ramci
polozky 633 bolo obstaranie kratkodobého majetku - vypoctovej techniky a prislusenstva k
vypoctovej technike vo vyske 44 843,10 eura. Podstatna ¢ast zostavajlicej sumy tejto polozky
bola pouzitd na zabezpecenie interiérového vybavenia, softvéru, kancelarskych potrieb
a telekomunikacnej techniky. Cerpanie polozky 633 bolo aj z nespotrebovaného bezného
transferu z roku 2015 vo vyske 9 596,44 eura, a to najma na obstaranie interiérového
vybavenia, kancelarskych potrieb a softvéru.

Dopravné (634)

Rozpocet v tejto polozke bol ¢erpany vo vyske 19 810,75 eura najma na opravu a
Udrzbu motorovych vozidiel, na nakup pohonnych latok do motorovych vozidiel a poistenie
motorovych vozidiel. Cerpanie z nespotrebovaného bezného transferu z roku 2015 bolo vo
vyske 2 964,55 eura.

Rutinna a standardna udrzba (635)
V tejto polozke boli pouzité len prostriedky z nespotrebovaného bezného transferu z
roku 2015 vo vyske 132 eur, a to na opravu klimatizacie.

Najomné za najom (636)

V tejto polozke bolo pouzitych 230 256,67 eura. Uvedené prostriedky boli pouzité
na najomné za najom budov a ich Casti a prenajom tlaciarni. Z nespotrebovaného bezného
transferu z roku 2015 boli ¢erpané prostriedky vo vyske 50 028,22 eura.

Ostatné sluzby (637)

Vydavky v tejto polozke boli ¢erpané vo vyske 3 362 689,66 eura najma na zarucnu
a pozarué¢nt podporu UPVS. Sucastou tejto polozky su aj vydavky na odmeny zamestnancov
mimopracovného pomeru, sluzby spojené s najmom a tvorba a Cerpanie socialneho fondu.
Cerpanie z nespotrebovaného bezného transferu z roku 2015 vo vy$ke 373 565,61 eura
bolo najméa na zaru¢nl a pozaru¢nl podporu UPVS.

Transfery jednotlivcom (642)

Vydavky v tejto polozke boli ¢erpané vo vyske 7 839 eur. Uvedené prostriedky boli
pouzité na nahradu prijmu za chorobu, odstupné a odchodné. Z nespotrebovaného bezného
transferu z roku 2015 boli pouzité prostriedky vo vyske 1 210,22 eura na ¢lensky prispevok.



- 4.2.2 Kapitalové vydavky

Rozpocet kapitalovych vydavkov na rok 2016 bol schvaleny
vo vyske 6 239 136,82 eura. Kapitalové vydavky boli uréené na:

K 31. 12. 2016 neboli Cerpané kapitalové prostriedky schvalené na rok 2016.

Kapitédlové vydavky z nespotrebovaného kapitadlového transferu z roku 2014 vo
vyske 800 000 EUR boli ¢erpané na financovanie licencie pre SW modul sprava poplatkov na
offline overovanie elektronickych kolkov. Nespotrebovany kapitalovy transfer z roku 2013
bol vrateny vo vyske 4 000 EUR.

- 4.3 Mimorozpoctové prostriedky

Zostatok mimorozpoctovych prostriedkov z predoSlych rokoch predstavuje vysku
553 527,54 eur. Prijem mimorozpoctovych prostriedkov za poskytnuté sluzby v roku 2016
bol vo vyske 1 311 160 eur v tomto zlozeni:

V roku 2016 boli z mimorozpoctovych prostriedkov ¢erpané bezné vydavky vo vyske
505 350,05 eura v nasledovnom zlozeni:
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V sledovanom obdobi boli financované z mimorozpoctovych zdrojov kapitalové
vydavky vo vyske 338 499,65 eura. NajvyznamnejSou polozkou bolo obstaranie dlhodobého
hmotného majetku - vypoctovej techniky.

Vysledok hospodarenia z mimorozpoctovej cCinnosti pred zdanenim predstavuje
k 31. 12. 2016 sumu 581 865,34 eura.

- 4.4 Narodny projekt Digitalne ucivo na dosah

Na zaklade uzatvorenej Zmluvy o splneni odbornych uloh v oblasti informatizacie zo
dfia 23. 04. 2015 s Uradom vlady Slovenskej republiky vyplyvajlcej zo Zmluvy o partnerstve
medzi Uradom vlady Slovenskej republiky a Ministerstvom $kolstva, vedy, vyskumu a $portu
Slovenskej republiky zo dfia 22. 12. 2014 boli v roku 2016 poskytnuté finan¢né prostriedky
na uvedeny projekt:

Bezné vydavky vo vySke 19 440 eur boli pouzité na Skolenia administratorov pre
sluzby informacnych systémov.

V réamci projektu Digitdlne ucivo na dosah boli financované kapitalové vydavky vo vyske
16 540 700 eur na obstaranie softvéru, obstaranie komunikacnej infrastruktliry a na
realizaciu novych stavieb.

- 4.5 Projekt ,Setting-up of Pan-European Proxy Service
at nation - al level in order to link the national

elID service to the core platform"

Na zaklade Zmluvy uzatvorenej difia 9. 12. 2015 s Innovation and Networks Executive
gency (INEA) boli v roku 2015 poskytnuté financné prostriedky na uvedeny projekt vo vyske
100 000 eur, ktoré v roku 2015 neboli ¢erpané. Za sledované obdobie boli pouzité finanéné
prostriedky vo vySke 1 477,16 eura na obstaranie vypoctovej techniky, na zahrani¢né
cestovné nahrady a na nakup certifikatu.



5.1 Organizacna struktara

Generalny riaditel

Hlavny architekt

Zéstupca generalneho riaditel'a
Projektova kancelaria

Sekcia lekonc.)mlk)l/ & Sgkaavpreva'dzky Sekcia bezpe&nosti Sekcia prevadzky aplikacii Sekcia komunikéacie
hospodarskej spravy infrastruktdry

Odbor ekonomiky Odbgropvrﬁ\gdzky Odbor:;::wér;n; facie Kontaktné centrum

Oddelenie miezd a

el Odbor prevadzky IT Odbor fyzickej Odbor informagného
vadzky .
infradtruktdry bezpe&nosti obsahu Odbor PR a marketingu

Oddelenie financii

Oddelenie registratary

Odbor prevadzky DUD Dohladové centrum

Oddelenie finanéného

manaZmentu projektov

Odbor hospodérskej
sprévy a majetku

Oddelenie majetku

Oddelenie dopravy

Odbor pravny a
verejného obstardvania

Oddelenie pravne

Oddelenie verejného
obstaravania
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5.2 Struktara zamestnancov
Priemerny zarobok za rok 2016 (mesiac/brutto) bol 1 566,54 eur.
K 31. 12. 2016 bol prepocitany stav zamestnancov 84,8

K 31. 12. 2016 bol v agentlire na HPP zamestnanych 97 zamestnancov
z toho 44 Zien (4 Zeny MD)

Vysokoskolsky vzdelani
- II. stupeni - 62
- I. stuperni - 8

Stredoskolsky vzdelani - 27

5.3 Prehlbovanie a zvysSovanie kvalifikacie
V roku 2016 vybrani zamestnanci absolvovali nasledujlce Skolenia/kurzy:

e Obstaranie IT projektov

e Zakon o rozpoctovych pravidlach verejnej spravy v plathnom zneni

e Sprava majetku statu v roku 2016 v praxi

e Aplikacia Zakonnika prace ¢. 311/2001 Z. z. v plathom zneni
a najaktualnejsie zmeny v Zakonniku prace

e Zmeny v sprave registratiry na Slovensku na rok 2016

¢ Financné vykaznictvo

¢ Konsolidovana uctovna zavierka

e Cestovné nahrady a ich spravne poskytovanie v roku 2016

¢ Ochrana osobnych udajov

e Training Course ArchiMate 2.1 Foundation

e Training Course TOPAF 9.1 Foundation



CEF

CSIRT

EHP
EK

EU
GOVNET
IAM

IDABC

IDS/IPS

ITMS

MSVVa$S SR
NASES
OPIS

PID

RO OPIS

SORO OPIS

STESTA
UPVS
UV SR

vUC

Connecting Europe Facility, Nastroj na prepajanie Eurdpy

(computer security incidents response team) Specializovana
jednotka pre rieSenie pocitacovych incidentov

Eurdpsky hospodarsky priestor

Eurdpska komisia

Eurdpska Unia

nadrezortna siet, ktord prepaja institlicie verejnej spravy

IAM UPVS, autentifika¢ny modul Ustredného portélu verejnej spravy
Interoperable Delivery of European eGovernment Services to public
Administrations, Businesses and Citizens - komunitarny program
Eurdpskej Unie

(intrusion detection system) zariadenie na monitorovanie siete
centralny informacny systém, ktory slGzi na evidenciu a nasledné
spracovavanie, export a monitoring dat o programovani, projektovom
a finan¢nom riadeni, kontrole a audite pre programové obdobia
2004 - 2006 a 2007 - 2013 (ITMS II) a pre programové obdobie
2014 - 2020

Ministerstvo Skolstva, vedy, vyskumu a Sportu Slovenskej republiky
Narodna agentura pre sietové a elektronické sluzby

Operacny program informatizacie spoloc¢nosti

projektovo-inzinierska dokumentacia

Riadiaci organ pre Operacny program Informatizacia spolo¢nosti

Sprostredkovatelsky organ pod Riadiacim organom pre Operacny
program Informatizacia spolocnosti

vlastnd informacna siet Eurdpskeho spoloéenstva
Ustredny portal verejnej spravy
Urad vlady Slovenskej republiky

VySSi Uzemny celok
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